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INTRODUCTION 

The Data-Sharing and Data-Driven Decision-Making Task Force was created by Act 943 of 2019. 

The Task Force was explicitly charged to: 

1) Reduce the inconsistency of data 

2) Create up-to-the-moment data, creating a better policy making process 

3) Establish a shared services model for statewide data sharing 

4) Improve delivery of services to the state’s citizens through data 

The Task Force is comprised of six (6) members of the Arkansas Senate appointed by the Senate 

President Pro Tempore, and six (6) members of the Arkansas House of Representatives 

appointed by the Speaker of House.  

STUDY ISSUES 

Since the passage of Act 943 of 2019, the Task Force has held seven (7) meetings. The Task 

Force received testimonies from technological authorities, including the Department of 

Information Systems (DIS), Acxiom, Arkansas Legislative Audit, and the chief data officers of 

Indiana and North Carolina. The testimonies provided to the Task Force included topics such as: 

1) Creation of a centralized data hub 

2) State agencies providing information regarding their inventory in data assets 

3) Average cost of a Data Hub Management System 

 Amount of employees at the data hub 

 Cost in return on investment  

4) Utilization of data in terms of financial and sociological benefits 

 Whether the state can save funds by using data 

 Whether more accessible data will benefit the citizens 

5) Protection of the data hub from financial gain on the part of the state 

 Ensure the state will not seek to sell the citizens’ data for profit 

 Ensure that data will be used ethically by the state 

6) Protection of individuals’ data stored in the data hub 

 A possible identifier-type based system acting as a firewall 

 A Rosetta stone component to ensure, even if an identifier is extracted, data 

cannot be accessed 

 A possible cybersecurity agency 

7) Process of data collection and utilization 

8) Legal barriers regarding data 

 Proof-of-concepts 

 Legislation 

 Costs of data-sharing agreements 

9) Possible time frame to enact the data hub 
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ENTITIES ENGAGED WITH THE TASK FORCE 

The Department of Information Services (DIS)/ Data and Transparency Panel (DTP) 

DIS provides maintenance and manages daily operations for the State of Arkansas’ network. DIS 
also provides information technology products to various state agencies, schools, cities and 
more. They have been involved in the groundwork of studying Arkansas’ data. Act 912 of 2017 
created the Chief Data Officer and Chief Privacy Officer positions, and the Data and 
Transparency Panel (DTP), which have all been involved in the Data-Sharing and Data-Driven 
Decision-Making Task Force. DIS cites a few of its core competencies as: 

 Internet connectivity 

 Secure Data Center Hosting 

 Virtual Private Cloud for Public Sector 

 Data Analytics 

 Voice over Internet Protocol  

 Voicemail and Email 

 Audio and Video Conferencing 

 Tape, Data Storage and Backup Services 

 Network Security  

 Windows Desktop Support  

 Application Development 

 Cybersecurity 

 Business Continuity 

 Disaster Planning and Recovery 

 Systems Integration 

The tasks of the DTP are to perform a feasibility and cost study on a statewide data warehouse 

program, evaluate and identify data to be included in the statewide data warehouse, recommend 

procedures necessary for the implementation of a statewide data warehouse, and evaluate and 

identify data that may be provided to the public in accordance with data standards and 

specifications. 

Act 936 of 2019 required the DTP to create a Longitudinal Data System (LDS) for the state. The 

LDS’s focuses are centered on: education workforce outcomes, and better understanding of the 

evolving needs of Arkansas’ economy in terms of education and employment opportunities. The 

DTP has decided to create a sub-panel, the State Longitudinal Data System Sub-Panel, in which 

the sole focus is creating a blue-print for the system. The members of the sub-panel are existing 

employees from state agencies and stake-holders. The sub-panel is currently gathering: 

regulations, statutes, compliance, security, and governance needs from the agencies and data 

assets; therefore, the data governance charter, data-sharing policies, and other policies can be 

defined. The DTP stated the key implementation considerations are: data-sharing agreements, 

data security policies, data privacy policies, data governance, funding considerations, 

identification standards, data quality standards, data dictionary and technology.  

 

 
 
 



3 

Indiana Management Performance Hub (IMPH) 

IMPH was created through Executive Order 14-06 of 2014. The performance hub gathers data 
and utilizes it to address issues in the state of Indiana, such as the opioid epidemic, educational 
statistics, and the safety level of their roads. A specific example of how they implement their 
technology toward the opioid epidemic is through geographically mapping each area where an 
overdose occurred. With that data, the state can determine the location where the problem is 
the greatest and address the situation as needed.  

Government Data Analytics Center (GDAC) 

As part of North Carolina’s Department of Information, GDAC was first created through Session 
Law 2007-323, in which the Statewide Data Integration was formed. GDAC now works to 
connect data, improve economic opportunities, create cyber security, and educate the state’s 
workforce. For example, one specific benefit of integrating data into the GDAC system is the 
decision-making process concerning criminal justice. Through various aspects of an individual’s 
data, the state can conclude how dangerous an inmate is, and whether or not the inmate 
should be released. Aside from governmental relationships, there is both a public and private 
partnership implemented with GDAC.  

Acxiom 

Acxiom, a data based company, specializes in people-based marketing. To achieve this, they 

ethically gather an individual’s data, then analyze aspects such as age, birthdate, and gender. 

With an individual’s unique data, Acxiom helps their clients match that data with products an 

individual is likely to purchase. Many of Acxiom’s clients are Fortune 500 companies. 

Some of the more specific areas of their company include: 

 Audience Cloud 

 Strategy Services 

 Managed Services 

 Risk Solutions 

 Unified Data Layer 

Arkansas Legislative Audit (ALA) 

Arkansas Legislative Audit provided testimony to the Task Force regarding data and its 

continual evolution. They stated that a proposed data hub would need to be ever-changing in 

accordance with dynamic data changes, but that data is essential, especially regarding 

governmental analytics. The ALA presented a specific example of data analytics through a case 

from the state of Michigan, who used their data warehouse to discover a gap in child 

immunization. Their recommendations included: 
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 Creating a data warehouse should be a priority for the state 

 Explore the option of drawing upon existing employees from different agencies and 

placing them in the data warehouse program 

 Where it pertains to cybersecurity, agencies should have a respectable amount of 

independence 

Overview of Testimonies Provided to the Task Force 

These entities provided testimonies and information on the process of data-sharing and data-

driven decision-making. They each provided information regarding how data could be used in 

governmental operations such as keeping up with crime statistics, and/or the probability of 

whether a person will be a repeat offender, depending on data variables. Another important 

aspect presented by these entities were statistics in data regarding education and how, by 

utilizing comprehension of the data, the state could improve the quality of learning for its 

students. These entities stressed to the Task Force that this can also be done in ethical ways 

concerning individual’s personal data. In essence, they provided an understanding of how data 

works in terms of finding a more definitive solution to a problem.  

FINANCIAL BENEFITS OF A DATA HUB 

The Task Force has sought to learn the financial benefits of a centralized ‘data hub’ and how it 

would benefit the tax payers in the state of Arkansas. With the testimonies presented to the 

Task Force, data was shared on some of these benefits. 

Arkansas – Department of Information Systems (DIS) 

DIS stated that for the first five years, the cost to establish and maintain a data warehouse 

program would be over $3.9 million annually, but the return on investment will counter balance 

that cost. From years six and beyond, the funding requested annually would be $2.8 million. 

Some of the benefits highlighted in their presentation to the Task Force include: 

 Effectiveness of Pre-K 

 Combating the Opioid Crisis  

 From Education to Workforce 

 Recidivism 

 Reducing Poverty 

 Mental Health Services 

 Economic Development 

DIS specifically mentioned current crime and prison population. Use of a data hub could project 

the likelihood that certain inmates would not be repeat offenders. With just a 1% reduction in 

recidivism, DIS estimates the state could save $8.1 million in three years in terms of crime and 

housing.  
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Indiana 

Indiana’s Management Performance Hub presented financial numbers regarding terms of costs 

and return on investment to the Task Force. For every $1.00 dollar investment by the taxpayers, 

$4.50 was saved, yielding a 450% return on investment. They also explained that their project 

costs were over $8.7 million with 20 full time employees. The project costs in other states 

equaled $20.6 million, giving Indiana a savings of over $11 million. The 2018 annual report of 

the Performance Hub estimated that Indiana would receive a $40 million return on investment. 

North Carolina 

North Carolina has not yet delved into the cost aspect of their GDAC. They presented variables 

such as fraud and identity theft prevention through data. GDAC stated that it relies on the 

individual state agencies to provide the cost benefits data. Data for the individual agencies was 

not presented. 

Other States 

DIS provided information regarding other states that did not present to the Task Force. Among 

those mentioned, benefits cited were: 

 Georgia detected $25 million over two years in fraudulent tax returns 

 New York raised collections by $100 million while reducing fraudulent refunds by $1.2 billion 

 Washington State recovered more than $10 million per year in fraudulent tax refunds 

TASK FORCE RECOMMENDATIONS 

The Data-Sharing and Data-Driven Decision-Making Task Force makes the following 

recommendations: 

1. All state agencies accept and work toward a data hub for the state of Arkansas. The Task 

Force understands that agencies can become protective about their data, but the 

agencies must realize that they are stewards of the data not owners. The state directs 

the way data is used, not the agencies.  

2. Arkansas Research Center – continue to assist agencies. 

3. The Legislature should consider and pass legislation requiring agencies to negotiate and 

enter into data-sharing agreements with DIS by a certain date. 

4. Arkansas Legislature look at increasing the reporting requirements of cybersecurity 

breaches, and implementing policy to handle the breaches. 

5. The Arkansas Legislature should create a Technology Committee for the Senate. 

6. The Arkansas Legislature should create a Division of Data Analytics within DIS, which will 

be funded through general revenue (Appendix 3). 

7. Both the Executive and Legislative branches work toward creating a cybersecurity policy. 

8. The Arkansas Legislative Council should create a Data-Sharing and Data-Driven Decision-

Making Subcommittee. 

9. The data hub should provide a “citizens portal”, which will provide Arkansans with easy 

to access data. 
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CONCLUSION 

The Task Force recognizes that data-sharing is an extremely beneficial aspect of the 21st 

century. If other states are benefiting financially, the Task Force also believes the 

concentration of all the state agencies’ data would reduce duplication of efforts and result 

in a cost savings to the state. The data would also provide the state and its citizens with an 

understanding of how to improve quality of life by applying data conclusions. Therefore, 

the Task Force seeks to create a data hub modeling that of other states by means of either 

legislation or executive order by the Governor. It is the Task Force’s belief that these two 

methods are the fastest way for the data hub to materialize.   
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